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 NETWORK ENGINEERING FUNDAMENTALS 
• Network Introduction 
- Introduction to Networks 
- Introduction to Network Models 
- OSI in Action 
- Wireshark and TCP/IP 

• Physical Layer 
- Cabling and Connectivity - Part 1 - Copper and PoE 
- Cabling and Connectivity - Part 2 - Fiber and Wireless 

• Data Link Layer 
- Ethernet and MAC Address 
- L2 Devices Learning and Forwarding 

• Network Layer 
- Introduction to IPv4 
- What is a Subnet Mask? 
- IPv4 Classes 
- Reserved IPv4 Addresses 
- Default Gateway 
- Subnetting 

• Network Protocols 
- DHCP 
- ICMP 
- DNS 
- ARP 
- NTP 

• Transport & Application Layer 
- Transport Layer Responsibilities 
- TCP vs UDP 

ARISTA EOS FUNDAMENTALS 
• EOS Overview 
- Consistent Networking with EOS 
- Introduction to Arista EOS 
- What is SysDB 
- Introduction to Network Database (NetDB) 
- EOS Network DataLake (NetDL) 
- Arista cEOS 
- The Secret Sauce of Arista EOS Quality 

• Getting Started with EOS 
- Connect to Network Devices 
- EOS Booting Process 
- CLI Configuration Modes 
- CLI Basic Config 
- Interfaces and Ports 
- Configuration Checkpoints 
- Configuration Sessions 
- Lab - Introduction to EOS CLI 
- Lab - Setting up the Management Connectivity 
- Lab - Understanding and Working with Network Protocols 

LAYER 2 SWITCHING FUNDAMENTALS 
• Neighbour Discovery 
- Introduction to Neighbour Discovery 
- Creating a Network Diagram using LLDP 
- Lab - Creating a Network Diagram using LLDP 

• Virtual Local Area Networks (VLAN's) 
- Introduction to VLANs 
- Introduction to Trunking Protocols 802.1Q 
- Configuring VLANs on a Single Switch 
- Configuring VLANs between two switches 
- Inter-VLAN Routing 
- Configuring Router on a Stick 
- Configuring Inter-VLAN Routing with SVIs 
- Lab - Configure VLANs 
- Lab - Configure Inter-VLAN Routing 

• Spanning Tree Protocol (STP) 
- Introduction to Spanning Tree Protocol (STP) 
- STP Operation 
- STP Port States 
- STP Modes 
- Lab - Configure STP 

• Link Aggregation Protocol 
- Introduction to Link Aggregation 
- Configuring Link Aggregation 
- Introduction to MLAG 
- Lab - Configuring LACP and MLAG 

LAYER 3 ROUTING FUNDAMENTALS 
• Introduction to Routers 
- Introduction to Routers 
- Network Design with Routers 
- Lab - Configure L3 Addresses 

• Routing 
- Why Routing 
- Introduction to Static Routing 
- Lab - Configure Static Routing 
- Introduction to Dynamic Routing 
- Classfull vs Classless Routing Protocols 
- Metric and Admin Distance 
- Distance Vector Protocols - RIP 
- RIPv1 vs RIPv2 
- Introduction to Link State Routing 
- Lab - Configure Routing Protocols 

• Internet and WAN 
- Wide Area Network 
- Network Address Translation (NAT) 
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 ADVANCED NETWORKING CONCEPTS 
• Security 
- Introduction to Access Lists 
- ACL Types 
- Authentication, Authorization, Accounting (AAA) 
- DHCP Snooping 
- IP Source Guard and ARP Inspection 
- Lab - Access List 
- Lab - Troubleshooting ACL 

• Quality of Service 
- Introduction to QoS 
- Classification and Marking Marking 
- Congestion Management 
- Policing and Shaping 
- Lab - Configure QoS 

• IPv6 
- Introduction to IPv6 
- IPv6 Address Types 
- Lab - Configure IPv6 Addresses 

• Cloudvision 
- Why Automation 
- Automation Methods 
- Introduction to CloudVision 
- Lab - Navigating CloudVision Portal 

TROUBLESHOOTING L2 AND L3 
• Troubleshooting L2 Networks 
- Debugging Layer 2 with CLI 
- Debugging Layer 2 with CVP 

• Troubleshooting L3 Networks 
- Debugging Layer 3 with CLI 
- Debugging Layer 3 with CVP 

TROUBLESHOOTING L3LS NETWORKS 
• Troubleshooting VXLAN Networks 
- Troubleshoot VXLAN Intermittent Connectivity with CLI 
- Troubleshoot VXLAN MAC Address Flapping with CLI 
- Troubleshoot VXLAN Bridging Traffic Flows with CVP 
- Troubleshoot Excessive Flooding in VXLAN Routing with CLI 
- Troubleshoot Virtual VTEP issues in VXLAN Routing with CLI 
- Troubleshoot Fragmentation in VXLAN Routing with CLI 
- Troubleshoot Fragmentation in VXLAN Routing with CVP 
- Troubleshoot Virtual MAC Flapping in VXLAN Routing with CLI 

• Troubleshooting eVPN-VXLAN Networks 
- Troubleshoot MAC-VRF overlapping in EVPN-VXLAN with CLI 
- Troubleshoot IBGP Peering between MLAG Peers in eVPN-VXLAN with CLI 
- Troubleshoot MAC Flapping in EVPN-VXLAN with CLI 

Troubleshoot Pruned VLANs and Shared MLAG MAC in VXLAN-EVPN with CLI 
- Troubleshoot Centralized Routing model issues in VLXAN-EVPN 
- Troubleshoot Duplicate Traffic Flows in EVPN Multihoming environment 
- Troubleshoot Connectivity issue in EVPN Multihoming environment 

TROUBLESHOOTING  NETWORKS WITH CVP 
• Troubleshooting  Networks WITH CVP 
- Troubleshoot Configlets with CVP 
- Troubleshoot Interfaces and Links with CVP 
- Troubleshoot Layer 1 errors with CVP 
- Troubleshoot STP with CVP 
- Troubleshoot Process Failures and Health Checks with CVP 
- Troubleshoot Config issues and Comparison with CVP 
- Troubleshoot BGP with CVP 
- Troubleshoot BFD with CVP 
- Troubleshoot Asymmetric Routing with CVP 
- Troubleshoot Over utilized Links with CVP 
- Using Traceroute with CVP 
- Access Control Settings with CVP 
- Configuring Automated Notifications and Custom Events With CVP 

MULTICAST IN EVPN VXLAN FABRICS 
• Multi-Tenant Multicast with eVPN OISM	  
- Topic Overview and Scenarios 
- VTEP Multicast Support and BULL Traffic 
- IGMP Querier Placement and Flooding 
- eVPN Multihoming with Multicast 
- Distributed Multicast DR and SBD 
- Demo - Multicast with eVPN OISM 

• EVPN OISM Deep Dive	  
- eVPN Multicast Solution Overview 
- eVPN Multicast Control and Forwarding Plane 
- eVPN OISM with PIM Transport Part 1 
- eVPN OISM with PIM Transport Part 2 
- eVPN Multicast with External PIM Domain 

• Advanced Deployment Models with eVPN OISM	  
- Topic Overview and Agenda 
- OISM Concepts Review 
- EVPN OISM Redundancy Models 
- Demo- Exploring OISM Functionality 
- EVPN Multicast Transport Models 
- EVPN Multicast - PIM Transport Model Overview 
- Demo- EVPN Multicast PIM Transport Model 
- EVPN Multicast - External Connectivity Overview 
- Demo- PIM EVPN Gateway - PEG 
- PIM EVPN to EVPN Gateway Overview - EEG 
- Demo - PIM EVPN to EVPN Gateway - EEG 

HIERARCHICAL EVPN GATEWAYS FOR DCI 
• Hierarchical EVPN for Scaling and DCI	  
- Introduction to EVPN Gateways 
- Use Cases Overview and Topology 
- Demo - EVPN GW with IP-VPN MPLS Interconnect 
- Demo - EVPN GW with EVPN-VXLAN Interconnect - Layer 2 
- Demo - EVPN GW with EVPN-VXLAN Interconnect - Layer 3 

CONFIGURING EVPN DCI NETWORK WITH STUDIOS 
• Prepare and Onboard Devices to Studios 
- Topology Overview - Studios for DCI and Multi-Homing 
- Accept and Reconcile Devices 
- Installing Interface Manager Studio Package 
- Importing Tags for Studios 

• Build Underlay and Overlay inside DC 
- Configuring Initial Fabric Settings via Custom Enterprise Routing 
- Adding Leafs, Spines, and Borderleafs 
- Building the Underlay 
- Configuring BGP Settings 
- Building the Overlay 

• Configure Initial Settings on all devices 
- Building Static Configlet Studio Hierarchy via Tags 
- Configuring Common Settings on All Devices 
- Importing Static Configuration Studio Input files 

• Build DCI Underlay 
- Configuring DCI Underlay Interfaces 
- Configuring DCI Underlay BGP 
- Filtering BGP Routes with BorderLeaf Underlay Policy 

• Configure DCI Overlay 
- DCI Overlay 
- Apply RCF Config 
- Active Active MultiHoming 
- Internet VRF and BGP Session Tracker 
- Configuring EVPN Services Internet VRF 
- Configuring EVPN Services Internet VRF 
- Configuring Internet VRF BGP 
- Configuring Hosts and Testing Internet 
- Interface Tagging and Dashboards 
- Upgrading Packages 
- Tenant1 Inter DC Same Vlan ID L3 EVPN 
- Tenant2 Inter DC different Vlans 
- Tenant3 Inter DC different Tenants 
- QOS Marking Down Best Effort Traffic 
- Route Leaking 

LAYER 2 LEAF SPINE (L2LS) DESIGN OVERVIEW 
• L2LS Architecture 
- Drivers for Layer 2 Leaf Spine Topologies 
- L2LS Design Overview 
- L2LS Architecture: Plan for Performance, Redundancy, and Growth 

LAYER 2 TECHNOLOGIES 
• VLANs 
- VLAN Overview 
- Configuring Access and Trunk Ports 
- Introduction to Inter-VLAN Routing 
- Configuring Sub Interfaces 
- Configuring SVIs 
- Troubleshooting VLANs 

• STP 
- Spanning Tree Overview 
- STP Enhancements 
- Configuring STP on an Arista Switch 
- Troubleshooting STP on an Arista Switch 
- Lab - STP 
- Lab - Troubleshooting STP 

• LACP 
- LACP Overview 
- Configuring LACP 
- Troubleshooting LACP 

• MLAG 
- MLAG Overview 
- Configuring MLAG 
- Troubleshooting MLAG 
- Lab - Deploying MLAG 
- Lab - Troubleshooting MLAG 

• Default Gateway Redundancy (FHRP) 
- FHRP Overview 
- Configuring VRRP 
- Configuring VARP 

BUILDING L2LS FABRIC 
• Build L2LS DC Network Using CLI 
- Configuring L2LS with CLI 
- Lab - Build L2LS with MLAG and VARP 

• Build L2LS DC Network Using CVP Configlets 
- L2LS Design and Topology Overview 
- Configuring L2LS with CVP Configlets 

LAYER 3 LEAF SPINE DESIGN 
• L2LS Review 
- L2LS Design Review 
- L2LS Example 

• L3LS Design 
- Introduction to L3LS Design 
- VXLAN and EVPN Importance in L3LS Design 
- Why BGP Underlay in L3LS Design 

UNDERLAY ROUTING OPTIONS 
• OSPF 
- OSPF 
- OSPF Overview 
- OSPF Operations 
- OSPF Communications 
- OSPF Configuration 
- Lab - OSPF 

• IS-IS 
- IS-IS Intro and Operations 
- IS-IS Communications 

• Introduction to BGP 
- BGP Overview 
- BGP Functions and Facts 
- BGP Operation 
- BGP Route Advertisement 
- eBGP Underlay Configuration 

• eBGP Underlay Configuration 
- L3LS eBGP Underlay Configuration 
- eBGP Load Balancing Configuration 
- eBGP Configuration Enhancements 

• BGP Underlay Deployment Options 
- BGP with MLAG 
- Variations of BGP in L3LS 
- Lab - Underlay Addressing with eBGP 

VXLAN DESIGN 
• VXLAN Overview 
- Introduction to VXLAN 
- VXLAN Load Balancing with ECMP 

• VXLAN Control Plane Options 
- ARP Refresher 
- VxLAN Multicast Control Plane 
- VxLAN HER Control Plane 
- Configuring VxLAN HER 
- VxLAN VCS Control Plane 
- VxLAN EVPN Control Plane 
- Lab - Configure VXLAN Dataplane with HER 

• VXLAN With MLAG 
- Introduction to VXLAN with MLAG 
- Configuring VXLAN with MLAG 

• VXLAN Best Practices 
- MTU and Jumbo Frames 
- DF Bit, VTEP, MLAG, and Timers 

• Troubleshooting VXLAN 
- Troubleshooting VxLAN 

EVPN OVERLAY 
- eVPN Fundamentals 
- Introduction to eVPN 
- eVPN Terminology 
- VRF Operation 
- MP-BGP Control Plane Part 1 
- MP-BGP Control Plane Part 2 
- Configuring MP-eBGP for eVPN 
- eVPN Route Type 2 (MAC-IP) 
- eVPN Route Type 5 (IP Prefix) 
- eVPN Route Type 3 (IMET) 
- Lab - L2EVPN 

• eVPN Advanced Concepts 
- VLAN Based Service Interface 
- VLAN Aware Bundle Service Interface 
- Introduction to IRB 
- Symmetric IRB vs Asymmetric IRB 
- Symmetric IRB Deep Dive 
- Configuring Symmetric IRB 
- Configuring Asymmetric IRB 
- Lab - L3 EVPN Symmetric IRB 
- Lab - L3 EVPN Asymmetric IRB 

• eVPN Multihoming 
- Introduction to Active Active Multihoming 
- Route Types 1 and ESI 
- Route Type 1 and Route Type 4 
- Active Active Multihoming Configuration 
- Lab - EVPN Multihoming 

• eVPN Design Best Practices 
- iBGP between MLAG pairs and eBGP Multihop command 
- eBGP for Underlay and Overlay 

• Configuring L3LS DC Network with CVP Studios 
- Configuring L3LS using Studios 
- Configuring eVPN Services, Host Interfaces and External Networks using 

Studios 
- Lab - Building L3LS, EVPN and MLAG in DC with Studios

CLOUDVISION OVERVIEW & SETUP 
• Cloudvision Overview 
- Why CloudVision? 
- Approaches to Network Automation 
- Introduction to Cloudvision 
- Positioning CVP 

• Cloudvision Setup 
- CVP Clustering 
- CVP Multi-Node OVA Installation 
- CVASS Initial Onboarding 
- Upgrading CVaaS 
- CVP Bakup and Restore 
- Getting Familiar with CVP Interface 
- CVP Profiles 
- CVP Help Center 
- License Key Management with CVP 
- Lab - Navigating CVP 

CLOUDVISION PROVISIONING 
• Device Registration 
- Connecting Devices to CloudVision 
- Manual Onboarding 

• Network Provisioning 
- Containers 
- Configuration Sources 
- Designed and Running Config 
- Configlets 
- Tasks and Change Control 
- Applying Configlets to Containers 
- Reconcile 
- Lab - Configlets 
- Snapshots and Staging 
- Redesigned Change Control UI 
- Rollback 
- Lab - Snapshots 
- Lab - Change Control 
- Configlet Builder 
- Lab - Configlet Builder 
- Image Repository 

• Zero Touch Provisioning 
- Zero Touch Provisioning (ZTP) 
- Deploying and Onboarding vEOS to CVP using ZTP 
- Zero Touch Replacement (ZTR) 
- Replacing a Device using ZTR 

CLOUDVISION STUDIOS 
• Studios Overview 
- Introduction to Studios and Tags 
- Workspaces 
- Studio Deployment and Execution 
- Lab - Using Studios 
- Lab - Clean Up Studios 

- Studios in Action 
- New Studios UI 
- Static Configuration Studio 
- Management connectivity studio 
- Software management Studio 
- Authentication Studio 
- Mirroring Studio 
- End to End Provisioning with Studios 
- Provision New Devices with a ZTPN Studios 
- Lab - Static Configuration Studio 

• Configuring L3LS DC Network with CVP Studio 
- Configuring L3 LS using studios 
- Configuring EVPN Services, Host, Interfaces, and External Networks using 

Studios 
- Lab - Building L3 LS, EVPN, MLAG in DC with Studios 
- Lab - Day Two Operations with Studios 

MONITORING WITH CVP 
• Monitoring Devices with CVP 
- Compliance Overview 
- Device Input Power 
- CLoudvision and DMF Integration 
- 802.1x Details in EndPoint Search 

• Dashboards 
- Dashboards 
- Dashboard Enhancements 
- Device Connectivity Health Panel Dashboard 
- Compliance Count Dashboard 
- Syslog Filters Dashboard 
- Dashboard Tabs Layout 
- Exporting anf Importing Dashboard 

• Events 
- Events 
- Event Groups 
- Compliance Events 
- Config Sanity Check Events 
- PTP Events 
- Lab - Dashboard and Events 

• Topology 
- Introduction to Topology 
- Topology Icons and Settings 
- Custom Topology Hierarchies 
- User Defined Topology Filters 
- PTP Overlay in CVP Topology 
- Lab - Topology 

EOS OPS UPGRADE, MONITOR, TROUBLESHOOT 
• EOS Reloads and Upgrades 
- Understanding EOS Upgrades 
- Standard Upgrade vs Smart Upgrade 
- Upgrading EOS with CLI 
- MLAG ISSU Upgrade and Reload with CLI 
- Chassis Upgrade and Reload 
- MLAG Upgrade and Reload with CVP 

• EOS Monitoring Tools 
- SNMP 
- sFLow 
- Watch and Diff Commands 
- Latency Analyzer (LANZ) 
- Port Mirroring 
- TapAgg 

• Advanced Event Management (AEM) 
- AEM - CLI Scheduler 
- AEM - Event Monitor 
- AEM - Manager 
- Lab - AEM 

• Troubleshooting EOS Hardware & Software 
- System and software troubleshooting 
- SFP and physical errors 
- Arista EOS health checks and CLINC V.P. 
- Hardware Troubleshooting 
- Memory and Flash Errors 
- TCPdump and IPERF 
- Installing Extensions 
- Recovery Procedures
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LEARNING TRACKS

A C A D E M Y

LEVEL 5 PROFESSIONAL  
DATA CENTER

ARISTA CERTIFIED ENGINEERING (ACE) - enhanced CERTIFICATIONS  

The Arista Academy's enhanced Certification Program launched June 1, 2025 as part of the new Learning Track Approach for in-
depth expertise in specialized technology domains, offering a clear path to validate skills. 

Four-Tiered Certification Structure 
The revised program uses a four-tier certification system to define increasing levels of proficiency in technical complexity and 
specialization. 

• Associate  (Level 1): This entry-level certification serves as the foundational step, validating a fundamental understanding of core 
concepts presented in the Foundations track. 

• Specialist  (Level 3): Representing a significant progression, the Specialist level recognizes focused expertise in a particular sub-
track (such as Operations or Engineering) within a broader learning track. 

• Professional  (Level 5): This advanced certification signifies a comprehensive understanding and demonstrated proficiency across 
an entire learning track (both Operations and Engineering), achieved through the acquisition of two Specialist-level certifications. 

• Expert  (Level 7): The highest level of certification, Expert status validates deep, specialized knowledge and the ability to provide 
thought leadership of Arista’s networking and security architecture. 

The enhanced certification program redefines the concept of "Levels," which were previously used (Levels 1-7) to categorize learning 
content with a general correlation to skill levels (e.g., Level 3 for advanced data center networking, Level 5 for Automation).  Under 
the new Enhanced Certification Program, specific "Level" numbers (1, 3, 5, and 7) are reused, but their meaning has been redefined. 
These now denote proficiency levels (Associate, Specialist, Professional, Expert) and are not related to the previous “Level-X” courses.  
Also note that Levels 2, 4, and 6 from the previous certification program are not used in the new program. 

Introduction of Multiple Learning Tracks with Sub-Tracks 
The primary modification to Arista Academy involves the implementation of new learning “tracks”, each comprising content or role-
specific "sub-tracks." A majority of tracks feature role-oriented Operations and Engineering sub-tracks, enabling individuals to secure 
a "Specialist" when either sub-track certification has been achieved. Upon acquiring both Specialist certifications, individuals are 
automatically awarded the "Professional" designation for the entire track. 

Certification Levels 1, 3, 5, and 7 now align with the updated certification structure and are decoupled from specific content or 
technologies, aiming to establish a consistent skill level across all tracks. Note that Levels 2, 4, and 6 have been retired at this time. 

New Certification	 	 	 	 	 Definition / Track 
ASSOCIATE (Level 1)		 	 	 	 FOUNDATIONS TRACK, MASTERY OF BASIC CONCEPTS 
SPECIALIST (Level 3)		 	 	 	 MASTERY OF OPERATIONS AND / OR ENGINEERING SUB-TRACK 
PROFESSIONAL (Level 5)	 	 	 MASTERY OF AN ENTIRE TRACK 
EXPERT (Level 7)	 	 	 	 	 	 MASTERY OF ALL TRACKS / CONCEPTS 

Certification Exam Prerequisites 
Arista Academy Certification exams no longer have prerequisites or a required order of completion. All previous restrictions, such as 
completing specific courses or other work, have been removed. Individuals can now attempt any certification exam, from Associate 
to Expert, in any track and in any order, regardless of prior certifications, course completion, or curriculum subscriptions. Although 
restrictions have been lifted, please keep in mind that Academy exams are practical, hands-on assessments that require substantial 
knowledge and relevant experience gained through labs or work environments for success. 

Example 
An individual's certification path within Arista Academy can start with the Associate L1 in Foundations. They can then specialize, for 
example, in Data Center Operations, leading to the DC Operations Specialist L3 certification upon successful completion of its exam. 
Subsequently, they might advance to the DC Engineering track, take its exam, and become a DC Engineering Specialist L3. Notably, 
earning both Data Center Specialist certifications (Operations and Engineering) automatically awards the Data Center Professional 
Level 5 accreditation.  

This same individual could seek similar certifications in other areas, such as Campus. As a pinnacle of professional growth, they could 
then aim for the Expert Level 7 exam. Achieving the Expert Level 7 certification eliminates the need to recertify for any lower-level 
Arista certifications, as it encompasses them all. 

It should also be noted that with the new certification program, we have introduced the Unified Learning Track Recertification Cycle, 
which simplifies recertification. Individuals will be able to extend the validity of all their existing certifications at the same or lower 
levels across all tracks by achieving a new certification at the same or higher level, or by renewing one Specialist or Professional level 
certification every two years.  This streamlined recertification policy removes the requirement for students to complete multiple 
sequential exams to keep their credentials current.

ARISTA CERTIFIED ENGINEER (ACE) - RECERTIFICATION POLICY 

The Arista Certified Engineer (ACE) recertification policy was introduced on June 1, 2025, alongside the launch of the enhanced Arista 
Academy and its certification program. This policy outlines how certified individuals can maintain their ACE credentials and transition to 
the new program. 

General Recertification Schedule 
• For certifications earned before June 1, 2024:  Recertification is required by June 1, 2026. 
• For certifications earned after June 1, 2024:  Recertification is required within two (2) years of the certification date. 
• Subsequent recertifications are required every two years thereafter, following the Unified Learning Track Recertification Cycle. 

Level 6 Certification 
• This certification level has been retired. 
• Current Level 6 holders may continue to use their credential. 
• Pursuing the Level 7 Expert certification is recommended. 

Expert Level 7 Certification 
• Holding an Expert Level 7 certification removes the requirement to recertify for any lower-level certifications, as it encompasses all 

other Arista certifications. 

Unified Learning Track Recertification Cycle 
Arista's Unified Learning Track Recertification Cycle streamlines the recertification process for individuals holding multiple Specialist or 
Professional level certifications. By obtaining a new certification at an equal or higher level, or by renewing just one existing certification at 
the same or higher level every two years, all other relevant certifications at the same or lower level across all Learning Tracks will 
automatically have their validity extended. This streamlined recertification policy removes the requirement for students to complete 
multiple sequential exams to keep their credentials current. 

Certification / Recertification Exam Considerations 
With the transition of the Arista Academy to the new Learning Track program and associated certifications, please note the following: 

• Existing Level 1 through Level 5 exams were end-of-life on December 31, 2025. 
• All new certifications (or recertifications) are now based on the new Learning Track Exams and follow the Unified Learning Track 

Recertification Cycle.. 
• The Level 6 certification and its corresponding exam are no longer available. Level 6 holders are advised to pursue the Level 7 Expert 

certification when possible. 
• The new program will retain the existing Level 7 Expert exam.  A "recertification" version, a subset of the primary Expert exam, is 

expected by Q1 2026. 
• The new Learning Track recertification exams cover similar subject matter to the previous L-level exams, demonstrating 

compatibility. However, the new exams are not direct replacements due to updated content and featured topics. Therefore, success 
on an older L-level exam does not guarantee success on the newer Learning Track exams. 

Certification / Recertification Exam Considerations 
• Foundations (compatible with L1 / L2) - available now 
• Data Center (compatible with L3) - available now 
• Routing - MPLS Core (compatible with L4) - available Q1 2026 
• Automation Engineering (compatible with L5) - available Q1 2026 

Recertification Examples 
• John: Passed his L3 exam on March 15, 2023. He must recertify by July 1, 2026 by taking the Data Center Engineering Specialist exam 

before his recertification date. 
• Cathy: Passed her L2 exam on September 15, 2024. She must recertify by September 15, 2026 with the Data Center Operations 

Specialist exam before her recertification deadline. 
• Michael: Passed his L2 exam on March 10, 2023 and his L5 exam on August 12, 2024. He must recertify by August 12, 2026. He can 

take the Automation Engineering Specialist exam (available by Q1 2026), which is the nearest compatible exam to the previous L5 
certification. 

• Sarah: Based on the new program, Sarah holds Data Center Engineering Specialist (Dec 1, 2025) and Campus Engineering Specialist  
(June 1, 2026) certifications. Her Campus exam updates all Specialist certs to June 1, 2026. Under the new Unified Learning Track 
Recertification Cycle, to maintain all, she only needs to recertify one, e.g., pass the Data Center Engineering Specialist exam by 
December 1, 2028; this singular recertification renews all Specialist-level certifications. 

• Chris: Based on the new program, Chris holds Campus Engineering Specialist (earned December 23, 2025) and Data Center 
Professional (earned February 1, 2026).  Under the new Unified Learning Track Recertification Cycle, to maintain both certifications, 
he needs to recertify on the highest level cert, that being Data Center Professional by February 1, 2028. 

WIRED

CLOUDVISION OVERVIEW & SETUP 
• Cloudvision Overview 
- Why CloudVision? 
- Approaches to Network Automation 
- Introduction to Cloudvision 
- Positioning CVP 

• Cloudvision Setup 
- CVP Clustering 
- CVP Multi-Node OVA Installation 
- CVASS Initial Onboarding 
- Upgrading CVaaS 
- CVP Bakup and Restore 
- Getting Familiar with CVP Interface 
- CVP Profiles 
- CVP Help Center 
- License Key Management with CVP 
- Lab - Navigating CVP 

CLOUDVISION PROVISIONING 
• Device Registration 
- Connecting Devices to CloudVision 
- Manual Onboarding 

• Network Provisioning 
- Containers 
- Configuration Sources 
- Designed and Running Config 
- Configlets 
- Tasks and Change Control 
- Applying Configlets to Containers 
- Reconcile 
- Lab - Configlets 
- Snapshots and Staging 
- Redesigned Change Control UI 
- Rollback 
- Lab - Snapshots 
- Lab - Change Control 
- Configlet Builder 
- Image Repository 

• Zero Touch Provisioning 
- Zero Touch Provisioning (ZTP) 
- Deploying and Onboarding vEOS to CVP using ZTP 
- Zero Touch Replacement (ZTR) 
- Replacing a Device using ZTR 

- Campus Workflows with CVP 
- Deploy Campus Fabric with Day 0 workflow 

CLOUDVISION CAMPUS STUDIOS 
• Studios Overview 
- Introduction to Studios and Tags 
- Workspaces 
- Studio Deployment and Execution 
- Lab - Using Studios 
- Lab - Clean Up Studios 

- Studios in Action 
- New Studios UI 
- Static Configuration Studio 
- Management connectivity studio 
- Software management Studio 
- Authentication Studio 
- Mirroring Studio 
- Provision New Devices with a ZTP Studios 
- Lab - Static Configuration Studio 

• Operating L2LS Campus Network with CVP Studios 
- Onboarding Devices to Studios 
- Configure L2LS Network Using Studios 
- Configure Access Interfaces 
- Submit Workspace and Execute Change Control 
- Managing L2LS Campus Gateway Connectivity with CVP Studios 
- Add a New VLAN to L2LS Campus 
- Modifying VLAN Settings in L2LS Campus 
- Connecting New Host to L2LS Campus 
- Lab - Deploying L2 Campus with Studios 

• Campus Zero Touch Operations 
- CloudVision Campus Dashboard Overview 
- CloudVision Campus Day 1 - Onboarding 
- CloudVision Campus Day 2 - Provisioning and Diagnostics 
- CloudVision Endpoint Analyzer 
- Lab - Day 2 Operations with L2 Campus Studios 

• Operating L3LS Campus Network with CVP Studios 
- Configuring L3LS Campus with CVP Studios. 
- Configuring L3LS Campus with VxLAN and EVPN Using Studios 
- Adding New Access Pods to L3LS Campus 
- Adding New Spines to L3LS Campus 
- Adding New VRFs to L3LS Campus 
- Add New VLANs to L3LS Campus 
- Modifying VRF and VLAN Settings for L3LS Campus 
- Changing Underlay Protocol in L3LS Campus 
- Connecting New Hosts to L3LS Campus 
- Lab - Deploying L3LS Campus with VXLAN and eVPN Using Studios 
- Lab - Day 2 Operations with L3 Campus Studios 

MONITORING CAMPUS WITH CVP 
• Monitoring Devices with CVP 
- Network Hierarchy 
- Compliance Overview 
- Device Input Power 
- 802.1x Details in EndPoint Search 
- Lab - Monitoring Campus with Network Hierarchy 

• Dashboards 
- Dashboards 
- Dashboard Enhancements 
- Device Connectivity Health Panel Dashboard 
- Compliance Count Dashboard 
- Syslog Filters Dashboard 
- Dashboard Tabs Layout 
- Exporting and Importing Dashboard 

• Events 
- Events 
- Event Groups 
- Compliance Events 
- Config Sanity Check Events 
- Lab - Dashboards and Events 

• Topology 
- Introduction to Topology 
- Topology Icons and Settings 
- Custom Topology Hierarchies 
- User Defined Topology Filters 
- Lab - Topology 

EOS OPS: UPGRADE, MONITOR, TROUBLESHOOT 
• EOS Reloads and Upgrades 
- Understanding EOS Upgrades 
- Standard Upgrade vs Smart Upgrade 
- Upgrading EOS with CLI 
- Upgrading EOS with CVP 
- MLAG ISSU Upgrade and Reload with CLI 
- Chassis Upgrade and Reload 
- MLAG Upgrade and Reload with CVP 

• EOS Monitoring Tools 
- SNMP 
- sFLow 
- Watch and Diff Commands 
- Latency Analyzer (LANZ) 
- Port Mirroring 

• Advanced Event Management (AEM) 
- AEM - CLI Scheduler 
- AEM - Event Monitor 
- AEM - Manager 
- Lab - AEM 

• Troubleshooting EOS Hardware & Software 
- System and Software Troubleshooting 
- SFP and Physical Errors 
- Arista EOS Health Checks -  CLI and CVP 
- Hardware Troubleshooting 
- Memory and Flash Errors 
- TCPdump and IPERF 
- Installing Extensions 
- Recovery Procedures

OPERATIONS ENGINEERING 

ARISTA CAMPUS ARCHITECTURE 
• Arista Cognitive Campus Network 
- Arista Cognitive Campus Network Overview 

Arista Campus Architecture Overview 
- Traditional Campus Architecture Overview 
- Arista Universal Cloud Network Architecture 
- Campus Fabric Architecture 

• Arista Campus Design 
- Campus Network Design Options 
- Design 1- L2LS with External Gateway 
- Design 2- L2LS 
- Design 3- L2LS with VXLAN-EVPN 
- Design 4- L3LS 
- Design 5- L3LS with Borderleafs 
- Design 6- L3LS with VXLAN-EVPN 
- Design 7- L3LS with VXLAN-EVPN and Borderleafs 

• Arista Resiliency Solutions 
- Cognitive PoE 
- Stateful Switchover (SSO) 
- Smart System Upgrades (SSU) 

• Arista Stacking 
- SWAG Overview 
- SWAG Architecture 
- MLAG vs SWAG 
- SWAG Provisioning 

BUILDING A L2 WIRED CAMPUS NETWORK 
• VLANs and Inter-VLAN Routing 
- VLAN Overview 
- Configuring Access and Trunk Ports 
- Introduction to Inter-VLAN Routing 
- Configuring Sub Interfaces 
- Configuring SVIs 
- Troubleshooting VLANs 
- Lab - Configuring VLANs 

• STP 
- Spanning Tree Overview 
- STP Enhancements 
- Configuring STP on an Arista Switch 
- Troubleshooting STP on an Arista Switch 
- Lab - Configuring MSTP 

• LACP 
- LACP Overview 
- Configuring LACP 
- Troubleshooting LACP 

• MLAG 
- MLAG Overview 
- Configuring MLAG 
- Troubleshooting MLAG 
- Lab - Deploying MLAG 

• FHRP 
- FHRP Overview 
- Configuring VRRP 
- Configuring VARP 
- Lab - Configuring VARP 

• Build L2LS Campus Network Using CLI 
- Configuring L2LS Campus with CLI 

• Build L2LS Campus Network Using CVP Configlets 
- L2LS Campus Design and Topology Overview 
- Configuring L2LS Campus with CVP Configlets 

• Build L2LS Campus Network Using CVP Studios 
- Onboarding Devices to Studios 
- Configure L2LS Network Using Studios 
- Configure Access Interfaces 
- Submit Workspace and Execute Change Control 
- Configuring L2LS Campus with External Gateway using CVP Studios 
- Lab - Deploying L2 Campus with Studios 

BUILDING A L3 WIRED CAMPUS NETWORK 
• L2LS Review 
- L2LS Design Review 
- L2LS Example 

• L3LS Design 
- Introduction to L3LS Design 
- VXLAN and EVPN Importance in L3LS Design 
- Why BGP Underlay in L3LS Design 

• Introduction to BGP 
- Introduction to BGP and Routing 
- BGP Functions and Facts 
- BGP Operation 
- BGP Route Advertisement 

• eBGP Underlay Configuration 
- L3LS eBGP Underlay Configuration 
- eBGP Load Balancing Configuration 
- eBGP Configuration Enhancements 

• BGP Underlay Deployment Options 
- BGP with MLAG 
- Variations of BGP in L3LS 
- Lab - L3LS Campus Underlay with eBGP 

• VXLAN Overview 
- Introduction to VXLAN 
- VXLAN Load Balancing with ECMP 

• VXLAN Control Plane Options 
- ARP Refresher 
- VxLAN Multicast Control Plane 
- VxLAN HER Control Plane 
- Configuring VxLAN HER 
- VxLAN VCS Control Plane 
- VxLAN EVPN Control Plane 
- Lab - Configure VXLAN Dataplane with HER 

• VXLAN With MLAG 
- Introduction to VXLAN with MLAG 
- Configuring VXLAN with MLAG 

• VXLAN Best Practices 
- MTU and Jumbo Frames 
- DF Bit, VTEP, MLAG, and Timers 

• eVPN Fundamentals 
- Introduction to eVPN 
- eVPN Terminology 
- VRF Operation 
- MP-BGP Control Plane Part 1 
- MP-BGP Control Plane Part 2 
- Configuring MP-eBGP for eVPN 
- eVPN Route Type 2 (MAC-IP) 
- eVPN Route Type 5 (IP Prefix) 
- eVPN Route Type 3 (IMET) 
- Lab - L2EVPN 

• eVPN Advanced Concepts 
- VLAN Based Service Interface 
- VLAN Aware Bundle Service Interface 
- Introduction to IRB 
- Symmetric IRB vs Asymmetric IRB 
- Symmetric IRB Deep Dive 
- Configuring Symmetric IRB 
- Configuring Asymmetric IRB 
- Lab - L3 EVPN Symmetric IRB 

• eVPN Design Best Practices 
- iBGP between MLAG pairs and eBGP Multihop command 
- eBGP for Underlay and Overlay 

• Build L3LS Campus Network Using CVP Studios 
- Configuring L3LS Campus with CVP Studios. 
- Configuring L3LS Campus with VxLAN and EVPN Using Studios 
- Lab - Deploying L3LS Campus with VXLAN and eVPN Using Studios 

LEVEL 3 SPECIALIST  
CAMPUS ENGINEERING - WIRED 

EXAM: AN-CA-EN01

LEVEL 3 SPECIALIST  
CAMPUS OPERATIONS - WIRED 

EXAM: AN-CA-OP01

LEVEL 5 PROFESSIONAL 
CAMPUS

AVAILABILITY

WIRED WIRED

PROGRAM OVERVIEW 

COURSE CONTENT MAPPING  (GENERALIZED)

FOUNDATIONS WAN 
ROUTING CAMPUSAUTOMATIONDATA CENTER

REVISED REVISED REVISED REVISEDREVISED REVISED REVISED NEW

 CERTIFICATION MAPPING

PROGRAM MIGRATION

A C A D E M Y

FOUNDATIONS CAMPUSAUTOMATIONDATA CENTER

PROCEED TO 
L7

ROUTING

ORDERING

A C A D E M Y

SVE-TRAIN-FDN-ILT 
SVE-TRAIN-DCOPS-ILT 
SVE-TRAIN-DCENG-ILT 
SVE-TRAIN-CAMPOPS-ILT 
SVE-TRAING-CAMPENG-ILT

$3,995  
$3,995 
$3,995 
$3,995 
$3,995

FOUNDATIONS 
DC OPERATIONS 

DC ENGINEERING 
CAMPUS WIRED OPERATIONS* 

CAMPUS WIRED ENGINEERING*

• LIVE (REMOTE)  
• INSTRUCTOR LED TRAINING 
• 5 DAY CLASS DURATION, PER SEAT 
• DELIVERED BY ARISTA LEARNING PARTNERS

SVE-TRAIN-ALL-P 
SVE-TRAIN-FDN-AA 
SVE-TRAIN-DC-AA 
SVE-TRAIN-CAMP-AA

$4,995 
$1,995 
$1,995 
$1,995 

 ALL ACCESS 
FOUNDATIONS 

DATA CENTER 
CAMPUS 

• ANNUAL, PER SEAT / NAMED USER SUBSCRIPTIONS 
• ALL ACCESS INCL. 1 EXAM & 40 HR LAB / SUBTRACK 
• SINGLE TRACKS INCL. 40 HRS

SVE-TRAIN-EXAM 
SVE-TRAIN-PRO 
SVE-TRAIN-EXPERT 
SVE-TRAIN-EXPRCT

$295 
$395 
$1,995 
$ TBD 

FDN / SPC / EXP PRE EXAM 
PROFESSIONAL EXAM 

 EXPERT EXAM  
EXPERT RECERT EXAM 

• FOUNDATION / SPECIALIST / EXPERT PRE-QUAL EXAM  
• PROFESSIONAL EXAM* 
• EXPERT EXAM 
• EXPERT RECERTIFICATION EXAM*

SVE-TRAIN-LAB-20 $19520 HRS LAB  

• LABS INTEGRATED WITH LEARNING TRACKS 
• ADDITIONAL BLOCK OF 20 HOURS  
• ACTIVATED SPECIFIC TO A SINGLE TRACK 
• ANNUAL 

*AVAILABLE Q1 2026

*AVAILABLE Q1 2026

www.training.arista.com 
training@arista.com

WEB: 
SUPPORT: 

EngineeringOPERATIONS

BACKBONE

AUTOMATION & NETOPS FOUNDATION 
• Network Automation	Fundamentals 
- Introduction to Network Automation 
- Approaches to Network Automation 
- History of Network Automation 

• Core Principles of Network Automation 
- Software Development and Network Automation 
- Network Automation Concepts and Practices 
- Lab - Explore Lab Environment 

AUTOMATION TOOLS 
• Automation Tools Overview	  
- Automation Tools and Data Formats 
-  Programmability IDEs Overview 

• VS Code Development Environment 
- Introduction to Visual Studio Code 
- VSCode Themes, Fonts and Icons 
- Customizing VS Code Layout 
- VSCode Extensions 
- VSCode Files, Folders and Workspaces 
- VSCode Debugger 
- Reviewing VSCode 
- Lab - Explore IDE 

• Git Version Control	  
- Understanding Git Version Control 
- Git Demo  
- Github Demo 
- Lab - Working with Git 
- Lab - Collaborate Using GitHub 

• Python Fundamentals	  
- Why Python Matters for Network Automation 
- Understanding Python Variables 
- Working with Python Variables, Lists, and Dictionaries 
- Introduction to Python and eAPI 
- Getting Information from EOS Devices 
- Parsing CLI Output with Python 
- Parsing JSON with Python 
- Lab - Python Fundamentals 
- Lab - Understanding Structured Data 

UNDERSTANDING APIs 
• Application Programmatic Interfaces - APIs	  
- APIs In Network Automation 
- The History of HTTP and Its Role in Networking 
- Understanding HTTP Messages 
- HTTP Authentication 

• Securing APIs with PKI	  
- TLS and SSL Overview 
- TLS Certificates and Trust Chains 
- Why Use Certificates in Network Automation 
- Creating and Installing TLS Certificates 
- Client TLS Certificates for API Authentication 

• Using REST API Clients	  
- Introduction to EchoAPI 
- REST API Client Requests and Responses 
- HTTP Auth with REST API Client 
- Organizing Requests In REST API Clients 
- REST API Client Scripts 
- Lab - Using REST API Clients 

ANSIBLE FUNDAMENTALS 
• Getting Started with Ansible 
- Introduction to Ansible 
- Ansible Use Cases 
- Ansible Components Overview 

• Building Automation with Ansible 
- Understanding Ansible Files 
- Working with Ansible Variables 
- Ansible Variables Demo 
- Using Ansible Debug 
- Ansible Debug Demo 
- Lab - Ansible Fundamentals 

CLOUDVISION FUNDAMENTALS 
• Cloudvision Overview	  
- Introduction to CloudVision 
- CloudVision Deployment 
- CloudVision Device Communication 

• Cloudvision High Availability	  
- CloudVision Cluster Redundancy 
- CloudVision Dual Cluster Deployment 
- CloudVision Backups 

• CloudVision Portal Setup and Operations 
- CVP Multi-Node OVA Installation Demo 
- Upgrading CVP Demo 
- CVP Backup and Restore Demo 
- Getting Familiar with CVP Interface Demo 
- Lab - Navigating CVP 

• CloudVision Network Provisioning 
- CVP Device Management Overview 
- CVP Legacy Provisioning Overview 
- CVP Legacy Provisioning Demo 
- MLAG Configuration Demo 
- CVP Snapshots 
- Lab - Configlets 
- Lab - Snapshots 

• Change Control 
- CVP Change Control Overview 
- Change Control Demo 
- Lab - Change Control 

• Automated Device Onboarding in CloudVision 
- Zero Touch Provisioning and Replacement with CloudVision 
- ZTP Demo - Deploying vEOS to CloudVision 
- ZTR Demo - Replacing a Device in CVP 

• CloudVision Studios 
- Configuration Management with Studios 
- CloudVision Tags 
- Inventory and Topology Studio Overview 
- Inventory and Topology Studio Demo  
- Interface Configuration Studio Overview 
- Interface Configuration Studio Demo 
- Data and Time Studio Overview 
- Date and Time Studio Demo 
- Postcard Telemetry Studio Overview 
- Postcard Telemetry Studio Demo 
- Streaming Telemetry Agent Studio Overview 
- Streaming Telemetry Agent Studio Demo 
- Mirroring Studio Overview 
- Authentication Studio Overview 
- Authentication Studio Demo 
- Management Connectivity Studio Overview 
- Management Connectivity Studio Demo 
- Connectivity Monitor Studio Overview 
- Connectivity Monitor Studio Demo 
- Importing Studio Overview 
- Importing Studio Demo 
- Lab - Using Studios 
- Lab - Clean Up Studios 

• Working with Static Config Studios 
- Static Configuration Studio Overview 
- Adding Devices to CloudVision Studios Inventory 
- Using Static Configuration Studio 
- Migrating Legacy Configlets to Studios 
- Lab - Static Configuration Studio 

• Software Management with CloudVision 
- CVP Software Management Overview 
- CVP Software Image Management Demo 

• CloudVision Telemetry 
- Modern Network Telemetry with CloudVision 
- Telemetry Use Cases in CloudVision 
- CVP Compliance Overview 

• CloudVision Monitoring Overview 
- CloudVision Dashboards 
- CloudVision Events 
- CloudVision Topology Overview 
- Topology Icons and Settings 
- CloudVision Topology Tags 

• AQL and NetSQL 
- Querying NetDB - AQL and NetSQL 
- Querying ARP Entries Using AQL Notebook and Dashboards 
- Querying BGP Sessions Using AQL Notebook and Dashboards 
- Querying Device State and Software Versions using NetSQL 
- Lab - Dashboards and Events 
- Lab - Topology 

CLOUDVISION FUNDAMENTALS 
• Network Automation with Jinja	 
- Introduction to Jinja 
- Jinja File Layout 
- Jinja Variable Files 
- Building and Organizing Data Models 
- Building and Applying Configurations with Ansible and CVP 

	  
• Building and Deploying Configurations with Jinja	  
- Why Jinja - Manual Configuration Challenge 
- Setting Up Jinja and Building Your First Template in Ansible 
- Building the Jinja Data Model and Generating Underlay Configs 
- Upload and Deploy Jinja Configs Through CloudVision 
- Deploying Configs Directly with eAPI and Jinja 
- Deploying Jinja Templates via CVP Configlets 
- Lab - Automating Configuration With Ansible Jinja2 
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LEVEL 5 PROFESSIONAL  
AUTOMATION

NETWORK AUTOMATION WITH PYTHON 
• EOS Automation with Python	  
- Using eAPI for EOS Device Configuration 
- Command API Overview/Fundamentals 
- Extracting Data from EOS using eAPI and JSON 
- Setting Configuration State via Python and YAML 
- Configure EOS with PyeAPI 
- Backup Config with PyeAPI 
- Get Config with PyeAPI 
- Lab - Working with Command API 
- Lab - Automating EOS with Python 

• CloudVision Automation with Python	  
- CloudVision REST APIs Overview 
- CloudVision REST APIs Demo 
- CloudVision Resource APIs Overview 
- CloudVision Resource APIs Demo with gRPC 
- CVP with requests Library 
- Getting Started with cvprac for CloudVision 
- Retrieve CloudVision Configlets with cvprac 
- RPC Overview 
- gRPC Overview 
- gRPC Requests with CVP (use gNMIC from terminal) 
- Automate CVP with gRPC in Python 
- Lab - Explore and Use CloudVision APIs 
- Lab - Automating CloudVision with Python 

WORKING WITH ANSIBLE 
• Ansible with EOS	  
- Preparing EOS for Ansible Integration 
- Ansible Modules for EOS 
- Ansible with EOS Demos 
- Lab - Automating Arista EOS with Ansible 

• Ansible with CloudVision	  
- Getting Started with Ansible for CVP 
- Ansible CVP Collection Modules 
- Working with Ansible CVP Collection - Part 1 
- Working with Ansible CVP Collection - Part 2 
- Ansible with CVP Demos [standard legacy, not cv-deploy] 
- Lab - Automate CVP with Ansible 

WORKING WITH AVD 
• Introducing AVD	  
- Introduction to Arista AVD 
- Ansible Components for AVD 
- Ansible Components Demo 
- AVD Demo 
- Installing AVD and Setting Up the Directory Structure 

• Building AVD Inventory	  
- Defining CVP in the AVD Inventory 
- Defining the Fabric and Services in AVD Inventory 
- Creating inventory.yml for Arista AVD 

• Deploying AVD	  
- AVD Deployment Options 
- Deploying AVD Configuration with CloudVision 
- Deploying AVD Configuration Directly to EOS - Part 1 
- Deploying AVD Configuration Directly to EOS - Part 2 
- Working with AVD Documentation 
- Understanding the AVD Lifecycle 

• Automating L2LS Network with AVD	  
- Designing L2LS Fabric with Arista AVD 
- Building L2LS Fabric YAML File 
- Building L2LS Network Services YAML File 
- Building L2LS Endpoint Connect YAML File 
- Executing Playbooks to Build, Deploy, and Verify L2LS Fabric 
- Running ANTA Tests for the L2LS Fabric 
- Lab - Deploy L2LS DC Network with AVD 

• Automating L3LS Network with AVD	  
- Designing L3LS Fabric with Arista AVD 
- Building AVD Inventory and Files 
- Building the Underlay and Overlay in the Fabric YAML File 
- Building The EVPN Services YAML File 
- Building The ENDPOINT_Connect YAML File 
- Creating AVD Playbooks for Build, Deploy, and Test 
- Executing Playbooks to Build, Deploy, and Test the Fabric 
- Lab - Build L3LS EVPN-VXLAN with AVD 

• Automating DCI Network with AVD	  
- Designing DCI Fabric with Arista AVD 
- Building DCI Fabric with Arista AVD 

• Arista CI	 
- Continuous integration for Network Automation 
- CICD Demos - Github Actions 
- CICD Demos - Jenkins 
- AVD with CICD Demo 
- Lab - CI/CD Pipeline 

ARISTA NETWORK TESTING AUTOMATION 
• Getting Started with ANTA	  
- ANTA Overview 
- Running your First NRFU Test 
- Writing Custom Tests with ANTA 
- Writing a Custom VLAN Test in ANTA 
- Using ANTA Templates for Dynamic Command Generation 
- Validating Network State with ANTA and AVD 
- Lab - Arista Network Test Validation (ANTA) 

AUTOMATION WTH STUDIOS 
• Automating L2LS Campus Network with CVP Studios	  
- Onboarding Devices to Studios 
- Configure L2LS Network Using Studios 
- Configure Access Interfaces 
- Submit Workspace and Execute Change Control 
- Managing L2LS Campus Gateway Connectivity with CVP Studios 
- Add a New VLAN to L2LS Campus 
- Modifying VLAN Settings in L2LS Campus 
- Connecting New Host to L2LS Campus 
- Lab - Deploying L2 Campus with Studios 

• Campus Zero Touch Operations	  
- CloudVision Campus Dashboard Overview 
- CloudVision Campus Day 1 - Onboarding 
- CloudVision Campus Day 2 - Provisioning and Diagnostics 
- CloudVision Endpoint Analyzer 
- Lab - Day 2 Operations with L2 Campus Studios 

• Automating L3LS Campus Network with CVP Studios	  
- Configuring L3LS Campus with CVP Studios. 
- Configuring L3LS Campus with VxLAN and EVPN Using Studios 
- Adding New Access Pods to L3LS Campus 
- Adding New Spines to L3LS Campus 
- Adding New VRFs to L3LS Campus 
- Add New VLANs to L3LS Campus 
- Modifying VRF and VLAN Settings for L3LS Campus 
- Changing Underlay Protocol in L3LS Campus 
- Connecting New Hosts to L3LS Campus 
- Lab - Deploying L3LS Campus with VXLAN and eVPN Using Studios 
- Lab - Day 2 Operations with L3 Campus Studios 

• Automating L3LS DC Network with CVP Studios	  
- Automating L3LS with CVP Studios 
- Automating eVPN Services and Interface Configuration with CVP Studios 
- Lab - Building L3LS, EVPN and MLAG in DC with Studios 
- Lab - Day 2 Operations with Studios	  

OPERATIONS WITH AVD 
• Day 2 Operations with AVD	 
- Overview of Day 2 Operations with AVD 
- Understanding the AVD Directory Structure 
- Ansible Playbook Execution for Day 2 Tasks 

• Operating L2LS DC Network with AVD	  
- Understanding L2LS Fabric Deployment with AVD 
- Adding a New VLAN to the Fabric 
- Extending a VLAN to New Access Ports 
- Modifying an MLAG Interface 
- Adding a New Leaf to the Fabric	  

• Operating L3LS DC Network with AVD	  
- Understanding L3LS Fabric Deployment with AVD 
- Adding a New VRF to the L3LS Fabric 
- Adding a New VLAN and Extending It Across Leafs 
- Adding a New Spine to the Fabric Using AVD 
- Migrating Underlay Protocol Using AVD 
- Lab - Add Second Network and Second Host 
- Lab - Connect to Outside Network 
- Lab - Adding Spine 

• Operating L2 Campus Network with AVD	  
- Overview of L2 Campus Operations with AVD 
- Adding a New VLAN to the Campus Fabric 
- Assigning a VLAN to Access Ports 
- Modifying an Existing Port Profile 
- Adding a New Access Switch to the Fabric 

MPLS OVERVIEW 
• MPLS Basics	  
- Introduction to MPLS Labels 
- MPLS Packet and Devices 
- Establishing LDP Sessions 
- MPLS Flow and Terminology 
- MPLS Control Plane & Data Plane Tables 
- IGP Routing & MPLS Control Plane Convergence 
- MPLS Data Plane 
- Penultimate Hop Popping - PHP 
- MPLS Services vs Applications vs Transport 
- Lab - Accessing the Lab Environment 
- Lab - Configuring IP Addressing 
- Lab - Configuring Provider Network Reachability 
- Lab - Configuring MPLS and LDP 

• MPLS Troubleshooting Basics	  
- Route Aggregation in an MPLS Domain 
- Loop Detection with TTL Propagation 
- IGP vs LDP Convergence 
- Show Commands Walkthrough- LDP Label Distribution 

LAYER 2 VPN SERVICES 
• Virtual Private Networks	  
- Overview of VPNs 
- Use of VRFs in VPN Architecture 
- VPN Control Plane 
- VPN Data Plane 
- Benefits of MPLS 

• MPLS L2 VPN Basics	  
- Introduction to E-Line Services and LDP Pseudowires 
- Point-to-Point Layer 2 Services 
- Multipoint Layer 2 VPN Service 
- Configuring E-Line with LDP Pseudowire 
- Lab - Configuring E-Line and LDP Pseudowire 

• EVPN Overview	  
- Introduction to eVPN 
- eVPN Terminology 
- VRF Operation 
- eVPN Route Type 2 (MAC-IP) 

• Ethernet VPN Implementations	 
- Static Flow Aware Transport (FAT) Support on EVPN VPWS 
- E-Line with EVPN VPWS 
- E-LAN with EVPN Type-2 (L2EVPN) 
- Lab - E-Line with EVPN VPWS 
- Lab - E-LAN with EVPN Route Type 2 
- Lab - Configuring L3EVPN Route Type 5 
- Lab - Troubleshooting L3EVPN Data Plane 

L3VPN WITH BGP 
• BGP as PE-CE Protocol	  
- Configuring Common AS Number in Multiple Sites 
- Allowas-In Part 1 
- Allows-In Part 2 
- Lab - Configuring MP-BGP and L3VPN 

• L3VPN Advanced Services	 
- Overlapping VPNs 
- Configuring Overlapping VPNs 
- Shared Service VPNs 
- Configuring Shared Service VPN 
- Managed Service VPNs 
- Configuring Managed Service VPN 
- Lab - Configuring Managed Service VPNs 
- Lab - Configuring Overlapping VPNs 
- Lab - Configuring Shared  Service VPNs 

MPLS TUNNELS 
• MPLS RSVP-TE Elements	  
- Introduction to TE 
- Tunnel and Link Attributes Overview 
- RSVP Part 1 - Path and Reservation Concepts 
- RSVP Part 2 - Path State Table and RSVP Error Messages 
- MPLS RSVP TE Configuration 
- MPLS RSVP TE Explicit Path Configuration 
- Lab - Configuring MPLS RSVP TE Dynamic Tunnels	  

• MPLS RSVP Tunnel Protection	  
- Tunnel Protection via Multiple Tunnels 
- MPLS TE - RSVP - FRR 
- RSVP FRR Facility Bypass Data Plane 
- Configuring FRR Node-Protection Bypass 
- Lab - Configuring RSVP TE Multiple Tunnels 
- Lab - Configuring Dynamic and Explicit Multi-Tunnel FRR 
- Lab - Using Admin-Groups for Link and Tunnel Attributes Lab 
- Lab - Using Secondary Path for Path Selection 

SEGMENT ROUTING 
• Segment Routing Fundamentals and Transitions	  
- BGP-SR Fundamentals: Building the MPLS Foundation 
- Segment Routing - Overview 
- Segment Routing Foundations and Basic Traffic Engineering 
- LDP vs Segment Routing: Foundations and Protocols 
- LDP vs Segment Routing: A Comparative Overview 
- Exploring Segment Routing and Traffic Engineering in MPLS Networks 
- MPLS Transport SR Options 
- MPLS Core with SR-TE 
- Advanced Segment Routing: Global Significance and Network Types 
- Advanced Segment Routing: Traffic Engineering and Proxy Sets 

• Segment Routing Configurations	  
- Configuring SR and IS-IS Basics 
- Configuring ISIS-SR with Node SID 
- Examining SR Show Commands 
- Introducing User Defined Tunnel RIB 
- Implementing Custom Path Strategies 
- Lab - ISIS SR TE 
- Lab - Configuring SR-TE Policy	  

• Segment Routing Traffic Engineering and Steering	 
- Traffic Steering and Service Mapping Case Study 
- IS-IS SR TE Configuration 
- SR-TE Choosing Best Candidate Paths 
- Verify and Test SR-TE Policy 
- Implementing SR-TE for Color Steering 
- Steering Traffic Into SR-TE Policies 
- Configuring Color Steering with SR-TE Policy 
- Lab - Steering Traffic into TE Policy 
- Lab - System Tunnel RIB 
- Lab - User Defined Tunnel RIB 
- Lab - Color Steering SR-TE Policy 

SR-WAN AND DCI 
• SR-WAN and DCI	 
- MPLS Inter-AS Deployment Scenarios 
- L2 Connectivity Over MPLS-SR WAN 
- DCI with BGP L3VPN vs EVPN Connectivity Challenges 
- L3 Connectivity Over MPLS-SR WAN 
- DCI EVPN-VxLAN DC with MPLS-SR WAN 
- Case Study - L2 and L3 Connectivity over MPLS-SR WAN 
- Lab - Data Center Interconnect 

• QoS in an MPLS Domain	  
- QoS Benefits in MPLS Networks 
- MPLS Traffic Classes 
- EXP Bits 
- IPP and DSCP mapping to MPLS QoS 
- Use of LSPs to aggregate traffic based on QoS behavior 
- QoS-Aware TE 
- Use Case 	  

• Securing the MPLS Domain	  
- Why MPLS Security is necessary 
- Protecting the MPLS Control Plane 
- MD5 LDP Authentication 
- RSVP-TE Authentication  
- Label Spoofing and Hijacking 
- MPLS inter-AS VPN Security 
- IPsec over MPLS VPNs 
- Arista security policies for MPLS Networks 

• Multicast in an MPLS Domain	  
- Benefits of MPLS for Multicast 
- Multicast forwarding in MPLS 
- MPLS Label Stacks for Multicast 
- MSDP with MPLS 
- Multicast VPN Architecture 
- Common MPLS Multicast issues 
- Design considerations for MPLS Multicast 
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AI FUNDAMENTALS 
• Network Requirements for AI Enabled DC 	  
- Introduction to AI 
- AI Applications 
- Machine learning and Deep Learning 
- AI Workflow 
- AI Frameworks Essentials 
- AI Frameworks Classifications 
- Traditional AI vs generative AI 
- AI Models 
- AI Language Models 

• Data Role in AI	  
- Understanding Data in AI 
- Data Processing and Preparation 
- Data Storage and Security 
- AI Tools and AutomationNetwork Protocols 

AI NETWORK TECHNOLOGIES 
• Network Requirements for AI Enabled DC 	  
- Network Requirements for AI Enabled DC 
- Lossless AI Fabric and its requirements 

• AI Network Technologies (Infiniband)	  
- AI Enabled DC with InfiniBand 

• AI Network Technologies (Ethernet)	  
- AI Enabled DC with Ethernet 
- Ultra Ethernet Consortium 
- RoCE 
- Infiniband vs Ethernet 

• Lossless AI Network Implementations	  
- Traditional QoS For Lossless AI Fabric 
- Explicit Congestion Notification 
- Priority Flow Control 
- Dynamic Load Balancing 
- Cluster Load Balancing 

• AI in Software-Defined Networking and Automation	  
- AI in SDA and Automation 

• AI for Predictive Maintenance and Proactive Troubleshooting	  
- Arista AI Visibility and Telemetry 

AI DATA CENTER ARCHITECTURE 
• AI Data Center Architecture	  
- Arista AI Network Portfolio 
- Broadcom Network ASICs for AI 
- Arista AI Center and Arista Etherlink 
- Arista AI Data Center Design 
- AI Data Center Design Examples 
- AI Data Center Design Best Practices 

AI

FUNDAMENTALS
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Offerings

ACADEMY LIVE

INSTRUCTOR LED TRAINING

PRACTICAL EXAMS & CERTS

INTEGRATED PRACTICAL LABS

SELF PACED TRAINING 

ACADEMY DIGITAL

ACADEMY CERTIFICATION

ACADEMY LABS

NOTE: ALL PREVIOUS COURSEWARE & EXAMS (L1 THRU L5) WERE END-OF LIFE ON DECEMBER 31, 2025

WIRELESS FUNDAMENTALS 
• Wireless Signalling Basics 
- Introduction to Radio Frequency Waves and Signals 
- Radio Frequency Wave Properties 
- Radio Frequency Wave Propagation 

• Measuring Wireless Signals 
- Measuring Signal Strength 
- Antennas 
- Radiated Power Measurement 

• Representing Data in Radio Frequency Waves 
- Modulation 
- DSSS vs OFDM 
- OFDMA 

• WiFi Standards 
- Radio Frequency Channels 
- 802.11 Standards 
• WLAN Communications 
- 802.11 Frames 
- Wireless Client Association 
- Wireless Frame Transmission 
- Wireless Client Roaming 

• 802.11 Standards Enhancements 
- 802.11i MAC Security 
- 802.11k Radio Resource Measurement 
- 802.11r Fast BSS Transition 
- 802.11v Wireless Network Management 
- 802.11w Protected Management Frames 
- 802.11e QoS 

DEPLOYING CAMPUS WIRELESS NETWORKS 
• Campus Wireless Architecture 
- Traditional Campus Wireless Architecture 
- Arista Campus Wireless Architecture 

• Arista CV-CUE 
- CV-CUE Overview 
- Deploying CV-CUE 
- Navigating CV-CUE - Part 1 
- Navigating CV-CUE - Part 2 
- Using Checkpoints in CV-CUE 
- Lab - Navigating CV-CUE 

• Deploying Access Points in Campus 
- Onboarding Access Points to CV-CUE 
- Assigning APs to Locations and AP Groups 
- Lab - Configuring Folders and Groups 

• Managing APs in CV-CUE 
- Configuring AP Device Settings 
- Connecting APs Using LAG 
- Configuring AP Radio Settings 

• Configuring Network Profiles 
- Configuring Port Profiles 
- Configuring Radius Servers 
- Configuring Role Profiles 
- Configuring Tunnel Interfaces and Remote APs 

• Configuring Basic Enterprise SSID Settings 
- Exploring Mandatory SSID Settings 
- Understanding Types of SSID Security 
- Understanding SSID Network Types 
- Configuring a WLAN with PSK/GPSK 
- Configuring a WLAN with 802.1x 
- Lab - Configuring Basic SSID Settings 

• Configuring Advanced Enterprise SSID Settings 
- Enabling Access Control For Clients 
- Optimizing RF Settings for SSIDs 
- Enabling Traffic Shaping & QoS 

• Configuring WIPS 
- WIPS Overview 
- Configuring WIPS Settings 
-

MANAGING WIRELESS OPERATIONS 
• Introduction to CV-CUE 
- Introducing CV-CUE 

• CV-CUE Operations Overview 
- CV-CUE Features Overview 
- Wired and Wireless Monitoring 
- Auto WiFi Threat Detection and Prevention 
- Auto Network Assurance 
- Auto Issue Locationing 
- Auto Client Connectivity Troubleshooting 
- Auto Client and Network Performance Issue Troubleshooting 
- Auto Application Troubleshooting 
- Lab - Navigating CV-CUE 

• Device Firmware Update in CV-CUE 
- Hitless AP Upgrade 

• CV-CUE AIOps 
- Explore Overview Dashboard 
- Analyze App Experience Using the Overview Dashboard 
- Explore Feed Dashboard 
- Perform Operations with Cognitive Maps 
- Map View Persona Based Workflows 
- Floor Plan Coverage and Throughput SLA 
• WIFI Visibility with CV-CUE 
- Reactive and Proactive Troubleshooting 
- Monitor WiFi with CUE Dashboards 
- Monitor Clients with CUE 
- Monitor Access Points and RFs with CUE 
- Monitor WiFi with Cognitive Maps and Alerts 
- Proactive WiFi Monitoring with Client Connectivity Test 
- Monitor WiFi with Map Views and Feed 
- View and Compare Configuration Checkpoints 
- Lab - Monitoring Wireless Clients 
- Lab - Monitoring Access Points 

• WiFi Visibility with CloudVision 
- Monitor Devices with CloudVision Campus Health Dashboard 
- Telemetry Between CVP and CV-CUE 

• Troubleshoot WiFi Issues with CV-CUE 
- Proactive Network Assurance 
- Troubleshoot Wrong PSK Issue 
- Troubleshoot RADIUS Access Reject Issue 
- Troubleshoot No DHCP IPv4 Address Issue 
- Troubleshoot Low RSSI and Low Data Rate Issues 
- Troubleshoot High Retry Rate Issue 
- Troubleshoot DNS Failures IPv4 Issue 
- Troubleshoot Rogue AP Issue 
- Day in the Life of a CV-CUE Network Operator 
- Lab - Client Connectivity Tests 
- Lab - Troubleshoot Client Connectivity Issues 

SECURITY 

• AGNI Overview	  
- Why Do You Need NAC? 
- Introduction to AGNI 

• AGNI Deployment	  
- AGNI Deployment Options 
- AGNI On-Prem Design Options 
- Load Balancing Across an AGNI Node Group 
- AGNI Failover Scenarios 
- AGNI On-Prem Setup 
- Navigating AGNI 

• AGNI Node Operations	  
- AGNI Backup and Restore Operations 
- AGNI Cluster Operations 

• Configuring AGNI	  
- AGNI Configuration Workflow 
- Integrating AGNI with Concourse Applcations 
- Configuring Identity Providers (IDP) 
- Adding Users and User Groups 
- Adding Access Devices 
- Generating RADsec Certificates for Access Devices 
- Configuring AGNI NAC Policies 

• User and Device Onboarding	  
- Generating Client Certificates Manually 
- Onboarding Using Certificate-based Authentication 
- Onboarding Using MAC Authentication 
- Onboarding Using UPSK 

• Guest Onboarding	  
- Guest Onboarding Overview 
- Configuring Guest Onboarding Using Guestbook 

• Monitoring and Troubleshooting in AGNI	 
- Monitoring User and Device Sessions

WIRELESS 

LEVEL 3 SPECIALIST  
WAN ROUTING - MPLS CORE 

EXAM: AN-RT-MP01

REST APIs 
• REST API Fundamentals	  
- Introducing RESTful APIs 
- RESTful API Constraints 
- REST vs. SOAP 
- REST Tools Overview 
- REST APIs Summary 

• REST API Requests and Responses	  
- Introducing REST API Requests and Responses 
- Request and Response 
- HTTP Request Method 
- HTTP Response Codes 
- HTTP Headers 
- Requests and Responses Summary 

• Parameters and Payloads for REST APIs	  
- Introduction to HTTP Parameters and Payloads 
- HTTP Query Strings 
- HTTP Payloads 
- Query Strings and Payloads in Action 
- Parameters and Payloads Summary 

• Authentication with HTTP and REST	 
- Introduction to REST Authentication 
- Base64 Encoding vs. Encryption 
- HTTP Basic Authentication 
- API Key Authentication 
- Token Authentication 
- HTTP Authentication Summary 

WORKING WITH AVD 
• Introducing AVD	 
- Introduction to Arista AVD 
- Ansible Components for AVD 
- Ansible Components Demo 
- AVD Demo 
- Installing AVD and Setting Up the Directory Structure	  

• Building AVD Inventory	  
- Defining CVP in the AVD Inventory 
- Defining the Fabric and Services in AVD Inventory 
- Creating inventory.yml for Arista AVD	 

• Deploying AVD	  
- AVD Deployment Options 
- Deploying AVD Configuration with CloudVision 
- Deploying AVD Configuration Directly to EOS - Part 1 
- Deploying AVD Configuration Directly to EOS - Part 2 
- Working with AVD Documentation 
- Understanding the AVD Lifecycle 

• Automating L2LS Network with AVD	  
- Designing L2LS Fabric with Arista AVD 
- Building L2LS Fabric YAML File 
- Building L2LS Network Services YAML File 
- Building L2LS Endpoint Connect YAML File 
- Executing Playbooks to Build, Deploy, and Verify L2LS Fabric 
- Running ANTA Tests for the L2LS Fabric 

• Automating L3LS Network with AVD	  
- Designing L3LS Fabric with Arista AVD 
- Building AVD Inventory and Files 
- Building the Underlay and Overlay in the Fabric YAML File 
- Building The EVPN Services YAML File 
- Building The ENDPOINT_Connect YAML File 
- Creating AVD Playbooks for Build, Deploy, and Test 
- Executing Playbooks to Build, Deploy, and Test the Fabric 

• Automating DCI Network with AVD	  
- Designing DCI Fabric with Arista AVD 
- Building DCI Fabric with Arista AVD 

• Arista Continuous Integration	  
- Continuous integration for Network Automation 

LEVEL 3 SPECIALIST  
WAN ROUTING - BACKBONE OPERATIONS 

EXAM: AN-RT-BO01 (TBD)

LEVEL 3 SPECIALIST  
WAN ROUTING - BACKBONE ENGINEERING 

EXAM: AN-RT-BE01 (TBD)

LEVEL 5 PROFESSIONAL  
WAN ROUTING

COURSE CONTENT MAPPING  (APPROX)

FOUNDATIONS WAN 
ROUTING CAMPUSAUTOMATIONDATA CENTER

REVISED REVISED REVISED REVISEDREVISED REVISED REVISED NEW

 CERTIFICATION MAPPING

PROGRAM MIGRATION

A C A D E M Y

FOUNDATIONS CAMPUSAUTOMATIONDATA CENTER

PROCEED TO 
L7

WAN ROUTING

NOTE: ALL PREVIOUS COURSEWARE & EXAMS (L1 THRU L5) WERE END-OF LIFE ON DECEMBER 31, 2025

PROFESSSIONALSPECIALISTSPECIALISTASSOCIATE

FO
U

N
D

AT
IO

N
S

D
AT

A 
C

EN
TE

R
C

AM
PU

S
RO

U
TI

N
G

AU
TO

M
AT

IO
N

LEVEL 1 ASSOCIATE 
FOUNDATIONS 

EXAM: AN-FN-OP01

LEVEL 3 SPECIALIST  
DATA CENTER 
OPERATIONS 

EXAM: AN-DC-OP01

LEVEL 3 SPECIALIST  
DATA CENTER 
ENGINEERING 

EXAM: AN-DC-EN01

LEVEL 5 PROFESSIONAL  
DATA CENTER

LEVEL 5 PROFESSIONAL  
CAMPUS

LEVEL 5 PROFESSIONAL  
AUTOMATION

LEVEL 3 SPECIALIST  
CAMPUS ENGINEERING 

EXAM: AN-CA-EN01

LEVEL 3 SPECIALIST  
AUTOMATION ADVANCED 

EXAM: AN-AU-AD01

LEVEL 3 SPECIALIST  
CAMPUS OPERATIONS 

EXAM: AN-CA-OP01

LEVEL 3 SPECIALIST  
AUTOMATION FOUNDATIONS 

EXAM: AN-AU-FP01

LEVEL 7 EXPERT  
EXAM: AN-EX-EX01

EXPERT

+ =

+ =

=+

CERTIFICATIONs

LEVEL 5 PROFESSIONAL  
WAN ROUTING

+ =

LEVEL 3 SPECIALIST  
WAN ROUTING 

BACKBONE OPERATIONS 
EXAM: AN-RT-BO01

LEVEL 3 SPECIALIST  
WAN ROUTING 

BACKBONE ENGINEERING 
EXAM: AN-RT-BE01


